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| **本周预期完成任务：**阅读软件漏洞分析技术的第六章内容 |
| **本周实际完成进度：**认识到符号执行技术的几个作用；了解符号执行技术相关概念；能够结合实例分析符号执行技术的实现；了解两款典型的应用符号执行技术的漏洞分析工具。 |
| **详细内容：**   1. **基本原理**   **1. 基本概念**  符号分析过程：将程序中一些需要关注但又不能直接确定取值的变量用符号表示其取值，然后分析可能执行的流程，将程序中变量的值表示为符号和变量的计算表达式。判断路径的可满足性；约束求解器；构造程序的测试用例；与其他技术相结合时进行排除不可能的程序路径从而降低漏洞分析的误报率。  从测试生成角度：符号执行可以生成高覆盖面的测试用例；从漏洞分析角度：可以生成触发漏洞的具体输入，漏洞分析人员可以利用符号执行工具生成的输入验证并分析该漏洞。  **2. 检测程序漏洞**  检测过程的工作原理与数据流分析相似，只不过在漏洞分析规则里换为符号标记规则和取值约束，在静态分析里换成了符号执行和约束求解的交替执行。  ①正向的符号执行：通过正向遍历程序路径的方式进行程序漏洞的分析。通过分析路径上的程序语句，不断将变量的取值表示为符号和常量的表达式，将路径条件表示为符号的约束，同时对符号在路径上需要满足的取值约束进行求解，判断路径是否可行。  ②逆向的符号执行：更加具有针对性。直接在关键点分析所关心的变量是否满足存在漏洞的约束条件，通过逆向分析不断获取路径条件对所关心的变量的取值约束，并计算关心的变量在当前的约束下是否还能满足漏洞的约束条件。  3．构造测试用例  每一步计算表达式过后，将路径条件转化为对符号取值的约束并记录下来。排除不可能的路径。最后根据输入限制，构造输入测试用例  4. 与其他技术相结合  一方面，路径可行性分析可以排除不可能执行的路径，减小分析范围，是结果更精确；另一方面，路径可行性分析减少漏洞分析结果中可能会有一些不可能被执行路径的相关漏洞，减少误报。无论是漏洞分析过程中还是验证结果中使用符号执行和约束求解，最终目的都是通过判断路径的可行性，减少漏洞的误报，辅助生成漏洞的触发条件。  路径可行性分析  疑似漏洞的验证环节   1. **方法实现—基本原理的实现** 2. **使用符号执行检测程序漏洞**   将漏洞存在的条件表示为符号取值的约束。根据约束进行求解。  (1)正向的符号执行  a．过程内分析  具体的程序语句决定了要怎样进行分析。  ①声明语句分析  记录分配变量的储存空间大小；另一个目的是发现程序中的全局变量  ②分析赋值语句  x=x+1;a[i]=j;而对于指针变量有关的赋值语句，常常用于指向数组中，通过分析指针地址是否超过数组范围来确定是否有漏洞。  ③分析控制转移语句  控制转移路径其实是增加了符号变量约束，同时可能增加了路径，但要对增加的路径进行约束求解，用到约束求解器。但是也应看到约束求解器可能并不能求解很复杂的语句，当路径条件所对应的符号约束不能求解时，常常选择继续分析该路径。  分析调用语句  其一，过程调用将会引入新的符号：调用的变量、如果对指针分析要有指针变量的取值、函数、命令行参数、函数参数；其二，变量被分配的内存要有记录；对一些关键函数要对使用情况进行检查，比如粘贴字符串  b．过程间分析  两种遍历方式：深度遍历、广度遍历。  深度遍历：不使用摘要（每一次分析相同摘要时可能在不同的路径下）  广度遍历：在队列中记录一些需要分析的变量的符号表示和符号取值的路径约束条件，并且根据队列调度对基本快进行分析。  循环结构：直观上直接根据代码所示的循环次数对代码分析相应的次数；如果次数很多考虑分析少数次就退出；无法得知循环次数时考虑只执行一次。  (2)逆向的符号分析  先找一个怀疑点，然后逆向分析。过程：得到漏洞存在的取值约束，往上走如果存在路径约束或者取值约束就加上，遇到赋值语句可以代换，直到遇到以下两种情况。一种是分析过程中发现存在漏洞的约束不满足，即无漏洞，一种是分析到达程序变量的入口点，说明存在漏洞。  分析过程中由于常常无法同时进行别名分析和指向分析，所以可以选择在进行逆向分析前先进行别名分析或者指向分析。  约束不可解选择继续分析。   1. **使用符号执行构造测试用例**   就是找出满足路径可行的一系列可行值，这些不能确定的变量组成的表达式，和路径条件一起组成约束条件。当构造出来的取值范围满足这些约束条件，则测试用例就出来了。   1. **典型工具**   **1. Clang**  **2. KLEE** |
| **相关文件及参考资料：** 软件漏洞分析技术的第六章内容 |
| **遇到的问题及该阶段学习的想法：** |
| **接下来的进度计划：** 阅读第七、八两章。 |